**Содействие стабильности и миру в Центральной Азии посредством повышения медиа грамотности, эффективного освещения и регионального сотрудничества**

Исследование практики блокирования террористического контента в странах ЦА для определения базовых показателей

|  |
| --- |
| **Техническое задание** |
| **Предназначение:** | Основная задача данного технического задания состоит в детальном описании целей и требований для привлеченных экспертов для выполнения соответствующих задач в рамках проекта. |
| **Направленность проекта:** | Центральная Азия |
| **Срок реализации проекта:** | Краткосрочное - 6 месяцев |

|  |
| --- |
| **Предпосылка** |

Экстремистские и террористические организации исходя из складывающейся социально-экономической и политической ситуации в странах своего интереса постоянно корректируют и совершенствуют методику, тактику и стратегию своих действий, направленных на достижение целей по распространению радикальной идеологии. Одним из основных компонентов такой деятельности является изыскивание и использование новых технологий и инструментов, позволяющих постоянно пополнять свои ряды новыми адептами. В последнее время, идейные вдохновители экстремистских и террористических организаций, понимая все возможности Интернета, стали активно его использовать в своей противоправной деятельности.

Эффективность онлайн площадки в рекрутировании новых приверженцев радикальной идеологии показывает тенденция роста количества их сторонников. В связи с чем, практически рекрутинговая деятельность полностью перешла в онлайн пространство.

В указанных условиях государственные структуры Центральноазиатских государств, как инструмент противодействия онлайн рекрутингу, начали активно применять метод блокировки Интернет контента. Практика блокирования Интернет контента может иметь как преимущества, так и недостатки.

Учитывая данные обстоятельства, в целях проведения всестороннего исследования данного вопроса ОФ «ГИИП» взял на себя обязательство по изучению и анализу существующих практик блокирования Интернет контента в государствах Центральной Азии. Проект реализуется в рамках проекта Интерньюс в Кыргызстане «Содействие стабильности и миру в Центральной Азии посредством повышения медиа грамотности, эффективного освещения и регионального сотрудничества» и при финансовой поддержке Интерньюс в Кыргызстане.

**Общая информация о проекте**

Проект реализуется местным общественным фондом «Гражданская Инициатива Интернет Политики» в Кыргызской Республике при финансовой поддержке Интерньюс в Кыргызстане.

Планируется нанять 5 экспертов с релевантным опытом в области противодействия насильственному экстремизму, 1 консультанта с опытом работы в правоохранительных органах и 1 координатора для проведения данного исследования.

**Длительность проекта:** 6 месяцев

**Место и реализация проекта:** Проект направлен на реализацию в Центральной Азии.

**Условия занятости:** Возможна удаленная работа. Оплата производится за предоставление продукта в соответствии со сроками и задачами, определенным в Рабочем Плане проекта.

**Основное направление проекта:**

Цель данного проекта заключается в проведении исследования практики блокирования

|  |
| --- |
| **Цель работы экспертов** |

Эксперты обязуются выполнить работу в соответствии срокам и задачам, определенным в проекте (описанных в разделах объем работ и ожидаемые результаты).

Консультант с опытом работы в правоохранительных органах, обязуется предоставлять консультацию экспертам, задействованным в исследовании.

Координатор исследования с опытом проведения исследований, обязуется координировать процесс исследования, а также редактировать отчеты экспертов.

|  |
| --- |
| **Объем работы** |

1. Задача 1 Обзор национального законодательства по регулированию контента террористического и экстремистского характера и практики ограничения доступа к такому контенту (блокировки, удаление и т.д.) в странах Центральной Азии (Кыргызстан, Таджикистан, Казахстан, Узбекистан).

1. Задача 2 Анализ движущих факторов практики ограничения доступа к террористическому и экстремистскому контенту и выявления факторов риска, вытекающих из этой практики.
2. Задача 3 Разработка полу-структурированного вопросника для сбора данных о практике применения законодательства по регулированию контента террористического и экстремистского характера.
3. Задача 4 Определение лингвистического шаблона (список часто используемых слов, фраз) контента террористического и экстремистского характера из практики блокирования, а также из проведенного опроса.
4. Задача 5 Сравнительный анализ списков часто используемых слов, полученных онлайн и офлайн для разработки комбинированного списка, необходимого для онлайн исследования SecDef Foundation.
5. Задача 6 Разработка финального отчета проекта, который включает результаты онлайн и офлайн исследования.

|  |
| --- |
| **Ожидаемые результаты** |

|  |  |  |  |
| --- | --- | --- | --- |
| **Задача** | **Продукт** | **Сроки реализации и сдачи** | **Ответственное лицо** |
| Задача 1 Обзор национального законодательства по регулированию контента террористического и экстремистского характера и практики ограничения доступа к такому контенту в странах ЦА | Отчет по проведенному обзору | Июль – сентября 2018 г. Срок сдачи 5 октября 2018 г. |  |
| Задача 2 Анализ движущих факторов практики ограничения доступа к террористическому и экстремистскому контенту и выявления факторов риска, вытекающих из этой практики. | Отчет по проведенному анализу | Июль – сентября 2018 г. Срок сдачи 5 октября 2018 г. |  |
| Задача 3 Разработка полу-структурированного вопросника для сбора данных о практике применения законодательства по регулированию контента террористического и экстремистского характера. | Вопросник | Июль – сентября 2018 г. Срок сдачи 5 октября 2018 г. |  |
| Задача 4 Определение лингвистического шаблона (список часто используемых слов, фраз) контента террористического и экстремистского характера из практики блокирования, а также из проведенного опроса. | Отчет со списком часто используемых слов | Сентябрь – ноябрь 2018 г. Срок сдачи 5 ноября 2018 г |  |
| Задача 5 Сравнительный анализ списков часто используемых слов, полученных онлайн и офлайн для разработки комбинированного списка, необходимого для онлайн исследования SecDef Foundation.  | Отчет с проведенным анализом | Ноябрь – декабрь 2018 г. Срок сдачи 20 декабря 2018 г. |  |
| Задача 6 Разработка финального отчета проекта, который включает результаты онлайн и офлайн исследования. | Финальный отчет | Октябрь – декабрь 2018г. Срок сдачи до 25 декабря |  |